附件1：              用户需求书
一、项目名称：中山市黄圃人民医院互联网加速服务采购项目

二、项目要求
（一）内容：

	名称
	采购内容
	备注

	互联网加速服务
	1个域名，加速流量14000G，1年期
	提升访问速度和稳定性。解决用户访问中山市黄圃人民医院公众号资源时访问体验不佳的情况。


项目实施地点：采购人指定地点。

三、服务要求

（一）成交供应商需在合同签订后7天内完成交付。
（二）有完善的售后服务体系。

1.因施工、网络割接等原因影响采购人租用CDN节点的正常运行，成交供应商须提前72小时通知，并优先恢复采购人的CDN服务。在CDN服务中断影响采购人业务时，成交供应商须有相关应急预案并应在最短时间内恢复采购人CDN服务的正常运行，需提供应急预案。

2.工作时限及安排：提供7×24小时的服务咨询、故障受理等服务，响应时间小于5分钟，2小时内基本处理故障，24小时内反馈故障具体原因。并能及时反馈处理进展，服务形式包含电话、邮件、现场办公等。采购人可以要求成交供应商派遣有经验的技术人员到达现场进行维护，并在上述时间内弥补缺陷或解决问题。

3.提供7×24小时CDN站点实时监控，确保在网络出现故障时能够及时对服务进行自动报警，报警方式须包含短信、电话、邮件等方式。

技术参数要求

（一）加速服务
	网页加速
	1.包含图片、js、css、pdf、swf等静态文件类型的全网加速。
2.包括动态页面（php、jsp等）、注册登录、个人信息、websocket等在内的动态内容类型的全网加速。

	缓存设置
	1.边缘和父层多层级缓存，边缘未命中时向父层请求获取缓存资源，提高缓存命中率。
2.支持针对不同目录路径和文件名后缀自定义缓存规则。
3.缓存文件和缓存时间可支持自定义。
4.多条缓存规则，可自定义策略优先级。
5.支持带参数的url缓存。
6.忽略问号设置，同一个文件内容，问号后面不同参数，可以忽略问号后面的参数缓存文件。
7.支持针对大文件的分段缓存，减少文件的完整拉取导致源站带宽突增。
8.默认支持range请求，同时支持乱序的range请求，并将文件缓存。
9.当源站故障时，启用节点缓存内容，不回源验证文件是否过期。

	
	

	内容刷新预取
	1.支持URL刷新缓存，目录刷新，查询刷新操作记录。
2.支持URL预热功能，查询预取操作记录。

	源站配置
	1.支持当源站返回302跳转响应时，节点直接访问目标URL，并缓存内容。
2.支持多种回源方式：择优回源、加权轮询回源、哈希回源。
3.支持源站端口自定义。
4.支持将用户访问的端口替换为其它端口回源。
5.支持修改回源host。
6.支持http回源、https回源、跟随访问协议回源三种回源协议。
7.支持采用域名解析回源/IP回源。
8.支持某个源站出现4××或5××错误的时候，能够自动尝试其他源站。
9.支持将原请求URL跳转至另一个URL。
10.支持对源站进行四层，七层健康检测。

	协议支持
	1.支持GET、POST、HEAD、OPTIONS、PUT、DELETE各种调用方式。
2.HTTP2.0能够实现多路连接复用、HTTP头部压缩、请求优先级和服务端推送。
3.同时针对性地进行性能优化，实现三公里分段支持HTTP2.0、兼容ALPN 或者NPN。
4.可自定义回源协议。
5.支持全链路https。
6.支持httpskeyless加速方案。
7.支持HTTPS-SNI共享ip服务技术。
8.支持CDN节点跟源站双向认证，浏览器与CDN节点双向认证。
9.支持指定ssl协议访问，限制部分ssl协议的访问。
10.支持https强制跳转，自定义跳转状态码。
11支持在线证书状态协议(OCSP)，提高证书验证效率。
12.支持网站可通过声明HSTS，来强制客户端（如浏览器）只能使用HTTPS与服务器连接，拒绝所有的HTTP连接并阻止用户接受不安全的SSL证书，降低第一次访问请求被拦截的风险。

	
	

	智能负载均衡
	1.产品基于边缘节点，拥有海量资源，结合云原生架构+智能调度能力实现资源动态扩容。

	性能优化
	1.支持删除冗余的header信息传给客户端。
2.对html、js、CSS代码中的空白和注释进行删减。
3.对html中的JS加载顺序进行分析，合理调整JS加载顺序，同时支持无阻塞同时加载多个JS文件。
4.为了节省外链的加载时间，可针对静态外链进行缓存，加快页面渲染速度。
5.结合中国区特色，一些被长城防火墙拦截的外链往往需要很长的加载时间，或者等待很久都打不开，针对这种情况，支持配置需要屏蔽的外链，针对该外链直接屏蔽不进行加载。节省页面渲染时间，提升用户体感。
6.CDN内部支持Gzip、brotli等多种压缩算法对文件进行压缩传输，根据请求给端返回压缩或无压缩文件。

	DNS劫持防护
	1.可提供基于全网的反DNS劫持服务，基于全网节点的域名dns探知，秒级完成招标方电信全网缓存DNS服务器的刷新，防止域名被劫持。

	动态加速
	1.节点间实时探测获取当前网络状况，实时计算最优回源路径。
2.长连接保持、链路复用，节省三次握手时间，提升访问效果。

	URL鉴权
	1.支持URL鉴权配置，防止站点资源被恶意下载或者非法盗用。

	http头部控制
	1.对请求header或者响应header做增删改处理，实现自定义。
2.支持X-Fowarded-For、CDN-Src-Ip、X-Real-IP三种方式传递客户端IP。

	国密算法
	1.支持国密标准。

	资源能力
	1.网络覆盖国内三大网络运营商（联通、电信、移动）及主要中小运营商，需提供覆盖运营商列表。
2.具有成熟高效的CDN网络，能够消除不同运营商间的访问瓶径，达到快速访问的目的，说明具体实现方式。
3.服务节点分布在全国各区域和主要运营商的骨干和边缘节点，数量不少于1000个，需提供截图证明。
4.拥有充足的带宽和设备处理能力，在必要时能实现及时高效的扩容，能够应对至少1T以上的带宽突发需求，满足用户的重要时期或重要事件的访问需求，并在突发大流量访问的情况下能够保证服务质量不受影响。
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